
 
I will NOT do the following: 

1) Acquire or disclose any cardholder’s credit card information without the cardholder’s consent, including but not 
limited to the full or partial 16-digit credit card number (PAN) or three- or four-digit validation code (CVV, usually 
located on the back of credit cards). 

2) Request a cardholder’s PIN (personal identification number). 
3) Transmit cardholder’s credit card information by e-mail, fax, instant message, chat or any other unencrypted form 

of transmission. 
4) Electronically store any credit card information on a University computer, server or electronic flash drive or optical 

storage (e.g., CD, DVD). 
5) Use an imprint machine to process credit card payments.  
6) Process credit card payments via cell phones, iPads, tablets or other similar devices.  
7) Process credit card payments on the University’s wireless network 

https://www.luc.edu/finance/casmgm.shtml

